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Aleksandrow Kujawski. dnia 18 lutego 2026r.
RI1.Rz.2720.2.3.2026

Zapytanie ofertowe na ,,Przeprowadzenie szkolen podstawowych
i specjalistycznych z cyberbezpieczenstwa dla kadry kierowniczej, pracownikow
Starostwa Powiatowego w Aleksandrowie Kujawskim oraz informatyka” w ramach
projektu grantowego ,,Cyberbezpieczny Samorzgd”.

I. Nazwa iadres Zamawiajgcego:

Powiat Aleksandrowski

Wojewddztwo: Kujawsko-Pomorskie

Powiat: Aleksandrowski

ul. Stowackiego 8, 87-700 Aleksandréow Kujawski

NIP: 8911623744, REGON: 910866471

Numer telefonu: + 48 (54) 282 79 00

Adres poczty elektronicznej: zamowienia@aleksandrow.pl

Adres strony internetowej Zamawiajacego: https://pow-aleksandrowski.rbip.mojregion.info

II. Przedmiot Zaméwienia.

1.Przedmiotem zamowienia jest ,Przeprowadzenie szkolen podstawowych

i specjalistycznych z cyberbezpieczenstwa dla kadry kierowniczej, pracownikow

Starostwa Powiatowego w Aleksandrowie Kujawskim oraz informatyka” w ramach

projektu grantowego ,,Cyberbezpieczny Samorzad”.

2.0pis przedmiotu zamowienia :

Przedmiotem zamdwienia jest przeprowadzenie szkolen powigzanych z testami

socjotechnicznymi, weryfikujacych $wiadomos¢ zagrozen i reakcje personelu, w szczegdlnosci

sposob postgpowania specjalistéw posiadajacych odpowiednie obowiazki w ramach SZBI

w zgodzie z przyjetymi procedurami, szkolen z zakresu cyberbezpieczenstwa istotnych

z punktu widzenia wdrazanej polityki bezpieczenstwa informacji i systemu zarzadzania

bezpieczenstwem informacji dla kadry, szkolen podstawowych dla pracownikow Starostwa

Powiatowego w Aleksandrowie Kujawskim oraz szkolen specjalistycznych dla informatyka

w ramach projektu grantowego .,Cyberbezpieczny Samorzad™.

3.Szkolenia musza by¢ przeprowadzone w terminach uzgodnionych z Zamawiajacym

i odbywac si¢ wylacznie w dni od poniedziatku do piatku. z wylaczeniem dni ustawowo

wolnych od pracy, a w danym terminie moze odbywac si¢ tylko jedno ze wskazanych dalej

szkolen. Wykonawca w ramach realizacji przedmiotu zamdwienia przygotuje harmonogram

oraz program szkolen i dostarczy go do akceptacji przez Zamawiajgcego, w terminie nie

pozniejszym niz 5 dni roboczych przed poczatkiem terminu szkolef.

Wykonawca zapewni:

° materialy dydaktyczne dla uczestnikdw szkolenia, odzwierciedlajace calo$¢ omawianych
zagadnien, w tym dostep do certyfikowanych materiatow szkoleniowych;
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° wykladowce/wyktadoweow  posiadajacego/posiadajacych  odpowiednie kwalifikacje
zawodowe.

4. Zadanie finansowane przez Uni¢ Europejska w ramach Funduszy Europejskich na

Rozwoj Cyfrowy 2021-2027 (FERC) Priorytet 1[II: Zaawansowane uslugi

cyfrowe Dzialanie 2.2. — Wzmocnienie krajowego systemu cyberbezpieczenstwa

wspolfinansowanego ze Srodkéow Europejskiego Funduszu Rozwoju Cyfrowego - Umowa

0 powierzenie grantu o numerze FERC.02.02-CS.01-001/23/0891/FERC.02.02-CS.01-

001/23/2024.

5.5zczegolowy opis przedmiotu zaméwienia zawiera zalaeznik nr 1 do zapytania

ofertowego.

6.Szczegolowy zakres obowiazkéw Wykonawey okresla Zalacznik nr 3 do zapytania

ofertowego - projektowane postanowienia umowy.

7.Wspdlny Slownik Zamowien CPV:

Glowny kod CPV:80500000-9 — ustugi szkoleniowe

8. Zamawiajacy nie dopuszcza skladania ofert wariantowych.

9.0pis czesel zamowienia, jezeli 7amaw1a|’;cy dopuszcza sktadanie ofert czesciowych:

Zamawiajgcy nie dopuszcza esti¢) skladanie ofert cze¢sciowych.

III. Termin realizacji zamoéwienia:
do dnia 16 kwietnia 2026 roku.

IV. Warunki udzialu w postepowaniu ( wymagania Zamawiajacego).
Wykonaweca musi spelnia¢ nastepujgce warunki udzialu w postepowaniu, dotyczace:

a) posiadania wiedzy i doSwiadczenia:

-Wykonawca wykaze, iz posiada co najmniej 2-letnie doswiadczenie w przygotowaniu
I przeprowadzeniu szkolen budujacych i wzmacniajacych swiadomos$¢ cyberzagrozen oraz
w okresie 3 ostatnich lat przed uptywem sktadania ofert, a jezeli okres prowadzenia dziatalnosci
jest krotszy — w tym okresie wykonat nalezycie lub wykonuje co najmniej 2 ushugi polegajace
na przeprowadzeniu szkolen grupowych tj. dla grupy liczacej] min.20 osob, kazde z zakresu
cyberbezpieczenstwa realizowane na rzecz sektora finanséw publicznych z zatgczeniem
dowodow potwierdzajacych prawidlowe wykonanie ( referencje).

b)dysponowanie osobami zdolnymi do wykonania zamdéwienia , to jest:

- dysponuje minimum 2 osobami — posiadajacymi certyfikat audytora wiodacego ISO/IEC
27001 w wersji 2007 lub nowszej lub inny certyfikat wymieniony w Rozporzadzeniu Ministra
Cyfryzacji z dnia 12 pazdziernika 2018 r. w sprawie wykazu certyfikatow uprawniajacych do
przeprowadzenia audytu (Dz.U. z 2018 r. poz. 1999) oraz posiadajacymi co najmniej 2 letnie
doswiadczenie w prowadzeniu szkolen budujacych i wzmacniajacych swiadomosé
cyberzagrozen. W celu potwierdzenia spelnienia tego warunku Wykonawca dofaczy.
dokumenty potwierdzajace posiadane uprawnienia oséb przeprowadzajacych szkolenia
( certyfikat imienny).

Zamawiajacy dokona oceny spelniania tego warunku na podstawie analizy oswiadczenia
o spefnianiu warunkow udziatu w postepowaniu, wykazu ustug, wykaz oséb oraz zataczonych
dowodow okreslajacych, czy ustugi te zostaly wykonane nalezycie.
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V. Opis sposobu obliczenia ceny oferty.

Cena oferty powinna by¢ obliczona w zlotych polskich z uwzglednieniem ewentualnych
upustow. jakie oferent oferuje 1 nalezy jg okresli¢ w wysokosei brutto (z podatkiem od towaréw
i ustug VAT). Kwota ta musi zawiera¢ wszystkie koszty zwigzane z realizacja zadania
niezbedne do wykonania przedmiotu zamowienia. Tak wyliczong ceng  brutto
(z podatkiem VAT) nalezy wykazaé¢ w ,,Formularzu oferty”. stanowigcym zalgeznik nr 2 do
zapytania ofertowego.

VI. Oferta powinna zawieraé:

1. Wypetniony ..Formularz oferty” na druku stanowigcym Zalacznik nr 2 do zapytania
ofertowego.
2.Aktualny odpis z wlasciwego rejestru lub z centralnej ewidencji i informacji o dziatalnosci
gospodarczej, jezeli odrebne przepisy wymagaja wpisu do rejestru lub ewidencji,
3.Wykaz uslug, polegajacych na przeprowadzeniu szkolen grupowych —tj. dla grupy liczacej
min. 20 osob, kazde z zakresu cyberbezpieczenstwa realizowanych na rzecz sektora finanséw
publicznych w okresie ostatnich 3 lat przed uptywem terminu skiadania ofert. a jezeli okres
dzialalnosci jest krétszy niz 3 lata — w tym okresie. W wykazie nalezy poda¢ w szezegdlnosei:
przedmiot zamowienia, termin wykonania 1 nazwe zamawiajacego, z zalgczeniem
dokumentoéw potwierdzajacych prawidlowe jej wykonanie (referencje) — sporzgdzony na
druku stanowiacym Zalgcznik nr 4 do zapytania ofertowego.

4. Wykaz oséb, skiecrowanych przez wykonawce do realizacji przedmiotu zamowienia, w
szczegOlnosei odpowiedzialnych za przeprowadzenie audytu cyberbezpicczistwa wraz z
informacjami na temat ich kwalifikacji zawodowych, uprawnien, doswiadczenia i
wyksztalcenia niezbednych do wykonania przedmiotu zamowienia, a takze zakresu
wykonywanych przez nich czynnosci oraz informacja o podstawie do dysponowania tymi
osobami, z zalgczeniem dokumentéw potwierdzajgcych posiadane uprawnienia oséb
przeprowadzajacych szkolenia (certyfikat imienny) - sporzadzony na druku stanowigcym
Zalgcznik nr 5 do zapytania ofertowego,

5. Oswiadczenie Wykonawey na druku stanowiacym Zalgeznik nr 6 do zapytania ofertowego.

6. Pelnomocnictwo do podpisania oferty /jezeli dotyczy/.

VII. Kryteria wyboru najkorzystniejszej oferty isposob ich oceny.
1.Kryterium wyboru oferty najkorzystniejszej bedzie najnizsza cena. Oferta najtansza sposrod
ofert nieodrzuconych otrzyma 100 punktdéw. Pozostale proporcjonalnie mniej wedlug formuty:
2. Punkty za kryterium ,,Cena” zostana obliczone wg nastepujacego wzoru:
Cena brutto oferty najtanszej nieodrzuconej
C= - mmmmmmmee x 100 = ilosé punkt

Cena brutto oferty badanej nieodrzucone;j
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VIII. Tryb postepowania.

Postepowanie prowadzone jest bez stosowania ustawy z dnia 11 wrzesnia 2019 roku Prawo
zamoOwien publicznych ( Dz.U. z 2024r. poz.1320 ze zm.) wtlasciwe dla zamowienia o
wartosci ponizej 170 000 zl, zgodnie z art.2 ust.1 pkt 1 tejze ustawy.

IX. Sposob przygotowania ofert:

1.Oferte nalezy zlozy¢ w formie pisemnej,

2.Wykonawca moze zlozyé¢ tylko jedna oferte,

3.Oferte nalezy zlozy¢ w zamknietej kopercie. Koperta powinna by¢ zaadresowana na adres:
Starostwo  Powiatowe w  Aleksandrowie  Kujawskim  ul.  Stowackiego 8.
87-700 Aleksandrow Kujawski.

Na kopercie nalezy dopisa¢: Oferta na wykonanie ustugi pn. ,,Przeprowadzenie szkolen
podstawowych i specjalistycznych z cyberbezpieczenstwa dla kadry kierowniczej,
pracownikéw Starostwa Powiatowego w Aleksandrowie Kujawskim oraz informatyka”
w ramach projektu grantowego ,,Cyberbezpieczny Samorzad”.

X. Miejsce, termin skladania ofert

Oferte zawierajacg wymagane dokumenty nalezy ztozy¢ do dnia 27 lautego 2026 roku do
godz. 10.00 w siedzibie Zamawiajacego: Starostwo Powiatowe w Aleksandrowie Kujawskim,
ul. Stowackiego 8 ( pokdj nr 223 - 11 pietro ) lub na adres Zamawiajacego ( decyduje data
zlozenia oferty w siedzibie Starostwa Powiatowego w Aleksandrowie Kujawskimi). Otwarcie
ofert w dniu 27 lutego 2026 roku o godzinie 10.15.

Zamawiajacy dopuszcza mozliwo$¢ przestania oferty w terminie do dnia
27 lutego 2026 roku do godziny 10.00 w formie elektronicznej na adres e-mail:
zamowienia(waleksandrow.pl oraz w nastepstwie miedzy godzing 10:00 a 10.15 przestanie
hasta niezbednego do otworzenia i zweryfikowania oferty.

Oferta bedzie wazna jezeli bedzie przekazana e-mailem na ww. adres do dnia
27 lutego 2026 roku do godz. 10:00 (decyduje data wplywu na skrzynke odbiorcza
zamawiajacego).

Oferta ztozona w formie elektronicznej musi by¢ podpisana kwalifikowanym podpisem
elektronicznym lub podpisem zaufanym lub podpisem osobistym przez osobe/osoby
upowazniona.

XI. Istotne dla stron postanowienia, ktore zostana wprowadzone do treici zawartej
umowy:

7. wykonawca, ktory zlozy oferte z najnizsza ceng, zostanie podpisana umowa, ktorej
postanowienia zawiera zalacznik nr 2 do niniejszego zapytania ofertowego.

XII. Osoby uprawnione do porozumiewania sie z wykonawcami:

Osobami uprawnionymi do porozumiewania si¢ z wykonawcami sa:

Paulina Smykowska — Sekretarz Powiatu

Mirostawa Sobczak — Z-ca Naczelnika Wydziatu Rozwoju i Inwestycji Powiatu
e-mail : zamowienia@aleksandrow.pl
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XIIIL Informacje dodatkowe:

1.Zamawiajacy zastrzega sobie prawo do dokonania zmiany w zapytaniu ofertowym, jednak
nie pézniej niz przed uplywem terminu sktadania ofert, z jednoczesny przedtuzeniem tego
terminu, o ile bedzie to konieczne.

2. Zamawiajgcy informuje jednoczesnie, ze:

a) oferta niespelniajaca warunkéw wymienionych w zaproszeniu do zlozenia oferty zostanie
odrzucona,

b) z tytulu odrzucenia oferty nie przystuguja wykonawcom zadne roszczenia.

¢) nie zwraca wykonawcom dokumentéw przedtozonych w tym postepowaniu.

XIV. Klauzula informacyjna dotyczaca przetwarzania danych osobowych:

W celu wykonania obowigzku natozonego w drodze art. 13 i 14 RODO, w zwiazku z art. 88
ustawy wdrozeniowej, informujemy o zasadach przetwarzania Pafistwa danych osobowych:
Administrator danych:

Odrgbnymi administratorami Panstwa danych sa:

1. Minister Funduszy i Polityki Regionalnej (dalej jako MFiPR), w zakresie w jakim pehi
funkcje Instytucji Zarzadzajacej (IZ) Funduszami Europejskimi na Rozwdj Cyfrowy
2021-2027 (dalej jako FERC) z siedziba przy ul. Wspolnej 2/4, 00-926 Warszawa,

2. Centrum Projektéw Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim petni funkcje
Instytucji Posredniczacej (IP) FERC, z siedzibg przy ul. Spokojnej 13A. 01-044 Warszawa,

3. Centrum Projektéw Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim pehni funkcje
Beneficjenta FERC, z siedziba przy ul. Spokojnej 13A, 01-044 Warszawa.

Podmiot przetwarzajacy:

Powiat Aleksandrowski, 87-700 Aleksandrow Kujawski, ul. Juliusza Stowackiego 8.

Cel przetwarzania danych:

Panstwa dane osobowe bedziemy przetwarza¢ w zwiazku z realizacja Funduszy Europejskich
na Rozwdj Cyfrowy, w szczegélnosci w zwigzku z naborem 2.2 FERC. Podanie danych jest
dobrowolne, ale konieczne do realizacji ww. celu. Odmowa ich podania jest réwnoznaczna
z brakiem mozliwosci podjecia stosownych dziatan.

Podstawa przetwarzania:

Bedziemy przetwarza¢ Paiistwa dane osobowe w zwigzku z tym, ze:

1. Zobowigzuje nas do tego prawo (art. 6 ust. 1 lit. ¢ RODO):

1) art. 87 ustawy wdrozeniowe;j,

2) art. 61 ustawy z 28 kwietnia 2022 r. o zasadach realizacji zadan finansowanych ze $rodkow
europejskich w perspektywie finansowej 2021-2027 (Dz. U. 22022 r. poz. 1079 ze zm.),

3) ustawa z 14 czerwea 1960 r. - Kodeks postepowania administracyjnego
(tj. Dz.U. z 2024 1. poz. 572 ),

4) art. 206 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (t.j. Dz. U. z 2024 r. poz.
1530ze zm.),

5) Porozumienie tréjstronne w sprawie systemu realizacji programu ,,Fundusze Europejskie na
Rozwdj Cyfrowy 2021-2027" 2 2.02.2023 1.,
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6) rozporzadzenia Ministra Cyfryzacji z dnia 16 lutego 2023 r. w sprawie udzielania pomocy
na rozwoj infrastruktury szerokopasmowej w ramach programu Fundusze Europejskie na
Rozwdoj Cyfrowy 2021-2027 (Dz. U. z 2023 1. poz. 405).

2. Wykonujemy zadania w interesie publicznym lub sprawujemy powierzong nam wiadze
publiczng (art. 6 ust. 1 lit. e RODQO),

3. Przygotowujemy 1 realizujemy umowy, ktorych sa Panstwo strona, a przetwarzanie danych
osobowych jest niezbedne do ich zawarcia i wykonania (art. 6 ust. 1 1it. b RODO).

Rodzaje przetwarzanych danych:

Mozemy przetwarza¢ nastgpujace rodzaje Panstwa danych:

1. dane identyfikacyjne. wskazane w art. 87 ust. 2 pkt 1 ustawy wdrozeniowej, w tym: imie.
nazwisko. adres, adres poczty elektronicznej, numer telefonu, numer faksu, PESEL, REGON,
wyksztalcenie, identyfikatory internetowe,

2. dane zwigzane z zakresem uczestnictwa osob fizycznych w projekcie, wskazane w art. 87
ust. 2 pkt 2 ustawy wdrozeniowej, w tym w szczegdlnosci: wynagrodzenie, forme i okres
zaangazowania w projekcie,

3. dane osob fizycznych widniejace na dokumentach potwierdzajacych kwalifikowalnosé
wydatkow, wskazane w art. 87 ust. 2 pkt. 3 ustawy wdrozeniowej, m.in. numer rachunku
bankowego, doswiadczenie zawodowe, numer uprawnien budowlanych., numer ksiegi
wieczystej.

4. dane dotyczace wizerunku i glosu 0sob uczestniczacych w realizacji Programu lub bioracych
udzial w wydarzeniach z nim zwigzanych. Dane pozyskujemy bezposrednio od oséb, ktorych
one dotycza. albo od instytucji i podmiotéw zaangazowanych w realizacje FERC w tym
w szczegolnosci od wnioskodawedw, beneficjentdw, partnerow.

Dostep do danych osobowych:

Dostep do Panstwa danych osobowych maja pracownicy i wspotpracownicy MFiPR oraz
CPPL.,

Ponadto Panstwa dane osobowe moga by¢ powierzane lub udostepniane:

1. podmiotom, w tym ekspertom. o ktérych mowa w art. 80 ustawy wdrozeniowej, ktérym
zlecilismy wykonywanie zadan w ramach realizacji FERC,

2. instytucji audytowej. o ktérej mowa w art. 71 rozporzadzenie Parlamentu Europejskiego
i Rady (UE) 2021/1060 z dnia 24 czerwca 2021 r. ustanawiajace wspolne przepisy dotyczace
Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Spolecznego Plus,
Funduszu Spdjnosci. Funduszu na rzecz Sprawiedliwej Transformacji i Europejskiego
Funduszu Morskiego, Rybackiego i Akwakultury, a takze przepisy finansowe na potrzeby tych
funduszy oraz na potrzeby Funduszu Azylu, Migracji i Integracji, Funduszu Bezpieczenstwa
Wewnetrznego i Instrumentu Wsparcia Finansowego na rzecz Zarzadzania Granicami i Polityki
Wizowej,

3. mstytucjom Unii Europejskiej (UE) lub podmiotom, ktorym UE powierzyla zadania
dotyczace wdrazania FERC;
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4. podmiotom, ktore wykonuja dla nas ushugi zwigzane z obslugg i rozwojem systemow
teleinformatycznych, a takze zapewnieniem lacznosci, np. dostawcom rozwigzan 1T
i operatorom telekomunikacyjnym.

Okres przechowywania danych:

Bedziemy przechowywa¢ Panstwa dane osobowe zgodnie z przepisami o narodowym zasobie
archiwalnym i archiwach, do momentu zakonczenia realizacji przez I1Z/IP/Beneficjenta
wszelkich zadan zwiazanych z realizacjg i rozliczeniem FERC, z zastrzezeniem przepisow,
ktore moga przewidywaé dluzszy termin przeprowadzania kontroli, a ponadto przepisow
dotyczgcych pomocy publicznej i pomocy de minimis oraz przepiséw dotyczacych podatku od
towardw 1 ustug.

Prawa oséb, ktorych dane dotyczg :

Przystuguja Panstwu nastepujace prawa:

. dostgpu do swoich danych osobowych oraz otrzymania ich kopii (art. 15 RODO),

. do sprostowania swoich danych (art. 16 RODO),

. do usunigcia swoich danych (art. 17 RODO) - jesli dotyczy,

. do zadania od administratora ograniczenia przetwarzania swoich danych (art. 18 RODO),

5. wniesienia sprzeciwu — wobec przetwarzania swoich danych (art. 21 RODO) - jedli
przetwarzanie odbywa si¢ w celu wykonywania zadania realizowanego w interesie publicznym
lub w ramach sprawowania wladzy publicznej. powierzonej administratorowi (tj. w celu,
o ktorym mowa w art. 6 ust. 1 lit. e RODO,

6. wniesienia skargi do organu nadzorczego (art. 77 RODO), tj. Prezesa Urzedu Ochrony
Danych Osobowych, w przypadku uznania, ze przetwarzanie danych osobowych narusza
przepisy RODO lub inne przepisy prawa regulujace kwestie ochrony danych osobowych.
Zautomatyzowane podejmowanie decyzji :

Dane osobowe nie beda podlegaly zautomatyzowanemu podejmowaniu decyzji, w tym
profilowaniu.

Przekazywanie danych do panstwa trzeciego:

Nie zamierzamy przekazywa¢ Panstwa danych osobowych do panstwa trzeciego lub
organizacji miedzynarodowej innej niz Unia Europejska. W przypadku koniecznosci
przekazania Pafistwa danych osobowych do panstwa trzeciego lub organizacji
miedzynarodowej zapewniamy, ze odbedzie sie to z zachowaniem warunkow okreslonych
w art. 45 lub 46 RODO.

Kontakt z administratorem danych i Inspektorem Ochrony Danych:

Jesli majg Panistwo pytania dotyczace przetwarzania przez CPPC danych osobowych, prosimy
kontaktowa¢ z Inspektorami Ochrony Danych Osobowych (dalej jako I0D) w nastepujacy
sposob:

1. 10D MFiPR:

1) poczta tradycyjna kierujac korespondencje na adres: ul. Wspolna 2/4, 00-926 Warszawa,

2) elektronicznie na adres e-mail: IOD@mfipr.gov.pl,

2. 10D CPPC:

1) pocztg tradycyjna kierujac korespondencje na adres: ul. Spokojna 13A, 01-044 Warszawa.,
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2) elektronicznie na adres e-mail: bezpieczenstwo(@cppe.gov.pl.

Podstawa prawna:

1. ustawa wdrozeniowa - ustawa z 28 kwietnia 2022 r. o zasadach realizacji zadan
finansowanych ze $rodkow europejskich w perspektywie finansowej 2021-2027
(Dz. U. 22022 r.,, poz. 1079 ze zm. ),

2. RODO - rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia
2016 r. w sprawie ochrony oséb fizycznych w zwiazku z przetwarzaniem danych osobowych i
w sprawie swobodnego przeptywu takich danych (Dz. Urz. UE. L 119 z 4 maja 2016 1., s.1-88;
Dz. Urz. UE L 127 z 23 maja 2018, str. 2 oraz Dz. Urz. UE L 74 z 4 marca 2021, str. 35).

XV. Zalgczniki:
1.0pis przedmiotu zamowienia — zatacznik nr 1 Al NDROWSK]
2.Formularz oferty ~ — zalgcznik nr 2.

2.Projektowane postanowienia umowy — zalgcznik nr 3.
3.0swiadczenie Wykonawcey — zatgeznik nr 3.

4.Druk ,,Wykaz ustug™ — zatacznik nr 4.

5.Druk .,Wykaz 0séb™ — zalgcznik nr 5.
6.0swiadczenie Wykonawcy — zatacznik nr 6.
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